Sherpa Budget Formulation and Management License and Service Agreement

Version 5.0 Effective January 1, 2022

This software license agreement ("Agreement") is made this January 1, 2020 ("Effective Date") by and between Sherpa
Government Solutions LLC, a Colorado corporation ("Sherpa") and <Customer>, including, without limitation, all its
subdivisions, departments, and constituent entities within its legal scope and jurisdiction ( collectively, the "Licensee").

1. Background

1.1.1. Sherpa has developed and owns all rights to the Budget Formulation and Management ("BFM") software product
("Software"), which includes the computer software and development of documentation related thereto.

1.1.2. Sherpa has the right to license the Software to third parties.

1.1.3. The Licensee wishes to use the Software, and Sherpa has agreed to license such use, pursuant to the terms of this

Agreement.

1.1.4. Now therefore, in consideration of the premises and the mutual covenants contained herein and other good and
valuable consideration (the receipt and adequacy of which are hereby acknowledged), Sherpa and Licensee
(collectively, the "Parties" and individually, a " Party") agree as follows:

1.1.4.1.

1.1.4.2.

1.1.4.3.

1.1.4.4.

1.1.4.5.

1.1.4.6.

Subject to the terms of this Agreement, Sherpa hereby grants to Licensee a perpetual, Personal, non—
transferable and non-exclusive license to use the Software and the Documentation provided therewith,
solely for Licensee's own internal business purposes exclusively within the facilities and sites within the
jurisdiction of the Licensee.

If Licensee wishes to use the Software at or from an additional site or sites outside of its jurisdiction,
Licensee agrees to obtain a separate license for such site(s). Licensee' s right to use the Software is
limited to those rights expressly set out herein.

Licensee shall not use the Software, in whole or in part, on behalf of or for the benefit of any other
Person, including an affiliate of the Licensee, except as expressly provided herein.

Staff of the Licensee may use the Software from their home as an extension of the license granted to the
Licensee, for business related purposes.

Sherpa grants the Licensee a non-exclusive, non-transferable right to create customizations for internal
use and only for use as part of and in conjunction with the related Software. The Licensee may only
create customizations that do not require access and changes to the compiled source code. Permitted
customizations include reports, changes to stored procedures, or database changes. Sherpa is not
responsible for customizations that cause the compiled source code to malfunction.

Independently, Sherpa is continually innovating and improving the Software to meet the needs of its
customers. The Licensee acknowledges that, while it can create its own Permitted Customizations, Sherpa
must not be prevented from continuing to develop and enhance its software in any respect, even if such
modifications may be like the Customizations in functionality, appearance or otherwise. Therefore, if
Sherpa develops any modifications which may be like the Permitted Customizations, Licensee agrees to
not make any claim against Sherpa for infringement of any of its ( or its subcontractors) rights in or to the
Permitted Customizations. Sherpa shall not directly incorporate into its modifications any original source
code independently developed by the Licensee.

1.1.5. Except as set forth herein, Licensee shall not copy the Software except to copy it onto the site servers being used by
Licensee and to make one copy of the Software solely for backup or testing purposes. The Licensee shall not copy or
publish any of the Software documentation for any use outside the site.

2. Ownership and copyright

2.1.1. Sherpais the owner of all intellectual property rights in the Software, related written materials, logos, names and other
support materials provided pursuant to the terms of this Agreement. No title to the intellectual property in the
Software or in any media provided therewith is transferred to the Licensee by this Agreement.

2.1.2. Sherpa shall defend Licensee against any claim that the Software infringes a patent, copyright, trademark or other



intellectual property right of any third party and Sherpa will pay resulting cost, damages and reasonable legal fees
finally awarded, provided that the Licensee promptly notifies Sherpa in writing of the claim. Sherpa shall have no
obligation to defend Licensee or to pay costs, damages or legal fees for any claim based upon use of other than a
current unaltered release of the Software, if such infringement would have been avoided using a current unaltered
release thereof. The foregoing states the entire obligations of Sherpa with respect to infringement or proprietary or
intellectual rights of third parties.

3. Limited Warranty

Sherpa warrants that so long as Product Maintenance and Support services are provided by Sherpa that the Software, when
properly installed, will perform substantially in accordance with the accompanying written materials. If the Software does not
so perform during such period, Sherpa will correct, at no cost to Licensee, programming errors in the Software to make the
Software perform provided that i) the Software has been properly used by the Licensee in accordance with the documentation
furnished by Sherpa to Licensee in connection therewith; ii) Licensee notifies Sherpa of the programming errors and describes
the nature of the suspected errors and of the circumstances in which they occur; iii) Sherpa, using reasonable efforts, is able to
confirm the existence of the programming errors; and iv) Licensee or any third party has not changed or modified the Software.

The Licensee hereby agrees that Sherpa' s maximum liability for any claim arising in connection with the Software, the
documentation or any related materials (whether in contract, tort, including negligence, product liability or otherwise) shall not
exceed the total License Fee paid by the Licensee.

The above express warranty is in lieu of all other warranties and conditions ( express and implied) and those arising by statute
or otherwise in law or from a course of dealing or usage of trade, including but not limited to warranties or conditions of
merchantable quality or fitness for a particular purpose. No other warranties or conditions express or implied are given.

4. Limitations of Remedies and Damages.

Sherpa' s entire liability and the Licensee' s exclusive remedy under this agreement shall be if Sherpa is in breach of the Limited
Warranty, to require Sherpa to replace any defective Software or to correct any defects and make any modifications which are
necessary to cause the Software to conform in all material respects to the Software documentation. If defects cannot be
corrected the Licensee may terminate this agreement. In the event of any such termination, Sherpa shall not be liable in the
aggregate for any damages which exceed the amount paid hereunder by the Licensee to Sherpa as Software license or
maintenance fees. In no event shall Sherpa be liable for indirect, special, incidental, or consequential damages, even if advised
of the possibility of such damages.

5. Dispute resolution

In the event of any dispute arising out of or relating to and/ or in connection with this Agreement, the parties shall use every
reasonable effort to resolve such dispute in good faith within thirty business days. If the parties have failed to resolve the
dispute within such time frame, then the dispute shall be escalated to arbitration. The matter in dispute shall be

referred to arbitration by a single arbitrator, if such parties agree upon one arbitrator, or otherwise by three arbitrators, of
whom one shall be appointed by Licensee and one shall be appointed by Sherpa and the third shall be chosen by the first two
named before the arbitration. The award and determination of such arbitrator, arbitrators or any two of such three arbitrators
shall be binding upon the parties and their respective successors and permitted assigns. Licensee and Sherpa shall cooperate in
completing any arbitration as expeditiously as possible and the arbitrator or arbitrators may hear such experts as may appear to
him or them appropriate. Any interested party shall bear its costs and expenses incurred in connection with the arbitration
except for the cost of the arbitrator or arbitrators and experts engaged by him or them which shall be borne by Sherpa and
Licensee equally. Notwithstanding the foregoing, arbitration shall not preclude the right of either party to seek injunctive relief.

6. Irreparable Harm

Licensee acknowledges and agrees with Sherpa that the breach by it of any of the provisions of this Agreement would cause
serious harm to Sherpa which could not adequately be compensated for in damages and in the event of a breach by Licensee of
any of such provisions, Licensee understands that an injunction may be issued against it restraining it from any further breach
of such provisions, but such actions shall not be construed so as to be in derogation of any other remedy which Sherpa may
have in the event of such breach.



7. Product Maintenance and Support

For the first year of this Agreement, upon paying the Licensee Fee and for each year thereafter, provided that Licensee
continues to pay the annual Maintenance Fee in accordance with the attached quotation, Sherpa shall provide the
Maintenance services for the software.

7.1. Maintenance and Technical Support Services

7.1.1. Sherpa will provide enhancements, modifications or upgrades to the Software that Sherpa may from time to time
make available to its Licensees.

7.1.2. Sherpa will install all Software updates as part of our Maintenance or Subscription offering.

7.1.3. Sherpa Applications are supported on only Microsoft platforms and is not responsible for Licensee changes to other
database or operating systems not supported by Sherpa. Sherpa's Database is Sql Server only and is supported on
Windows or Linux operating systems.

7.1.4. The Licensee is responsible for assigning qualified personnel to the BFM Implementation who will attend training,
review documentation, and participate in project configuration activities.

7.1.5. The Licensee will assign one or more Support Personnel who will serve as the Level 1 help desk for the client. Support
Personnel will contact Sherpa Support with any issues that they cannot resolve.

7.1.6.  Whenever possible, Licensee will refer to existing documentation, provided by Sherpa or created collaboratively as part
of the BFM Implementation.

7.1.7. Issue Severity Descriptions

Critical: Critical issues prevent business processes from being completed and have no viable workaround.

Serious: Serious incidents have workarounds but are either too complex to be sustained or have a significant user
impact.

Low: Low issues do not impact system usage or are cosmetic.

7.1.8. Technical support services are provided. Support incidents are processed as following:
If related to the design and intent of the Software, incidents will be logged.

Critical (no workaround) or Serious incidents (workaround exists but only viable for short-term) will receive a
response within 24 hours.
Sherpa will make a commercially reasonable effort to restore operation to the original intent and design of the
software for all Critical and Serious incidents. The target response time is 24 hour hours but due to the
potential complexity of any given issue, is not guaranteed.
Low level incidents will be prioritized and included in the standard release schedule when possible.
Incidents not related to the design and intent of the Software will be added as Enhancement Requests and will
be included in the standard release schedule when possible, at the sole discretion of Sherpa.
Maintenance and Technical Support Services do not include Licensee-developed customizations.

7.1.9. Sherpa may at its sole discretion, periodically make reasonable modifications or changes to the Maintenance and
Technical Support Services provided.

7.1.10. Sherpa will provide reporting support as part of Maintenance or Subscription models. Client Support Personnel will
make reasonable efforts to attempt reports before contacting Sherpa Technical Support. For publication-level reports,
our publication tools will be recommended and are not included in Sherpa Technical Support.

7.2. On Premises Support

7.2.1. Sherpa will install all Software updates as part of our Maintenance or Subscription offering.

7.2.2. Licensee is responsible for all hardware, network setup, network maintenance and setup, backups, and disaster
recovery.

7.2.3. Sherpais not responsible for Licensee hardware issues or data loss due to hardware or backup failure.



7.3. Support Hours

Standard Support Hours: Sherpa support is available from 6am — 6pm Pacific Time, Monday — Friday.
After Hours Support: After hours support is provided. 24 hours' notice is requested but not required.

Contact information:
Support Email: help@sherpagov.com
Support Phone Number: (720) 598-8886

7.3.1. Issue Reporting and Tracking

The Licensee can contact its project team directly. If the project team cannot resolve the issue immediately, the project team
can reach out directly to the appropriate Sherpa team members to resolve the issue. Critical and Serious issues are
immediately assigned to Sherpa’s Technical Manager. For email communication, we request that Licensee copies
help@sherpagov.com to ensure issues are logged, or if personnel is unavailable, the support team will locate the appropriate
backup or resolve the issue directly.

Alternatively, clients may email/call Sherpa Support. Issues are tracked in the BFM Request system, either entered by your
consultant team or the Licensee.

7.3.2. Release Cycle and Enhancements

BFM release schedule is as follows:
July — major release
September — minor release
March —minor release
Weekly — client releases (for non-live clients only)

Software updates are applied based on the Licensee-defined schedule, regardless of hosted or on-premises. Licensee can
choose to take the software updates at its discretion. Most Licensees upgrade their systems a month prior to starting their
budget preparation cycle. Licensee that are not on current software may have to upgrade to a current version in event of
software updates applied to resolve incidents.

7.4. Enhancement Requests

Enhancement requests are client requests that will alter the software as currently designed, by adding functionality or changing
existing functionality.

Small Change: For small changes, contact your implementation team. If the change request is low-impact, then the change it
will be made within a week. If the change is high-impact, then Sherpa will schedule it at the appropriate time.

Medium Change: Same procedure as Small Change, but the change may take 1-3 weeks to implement.

Large Change: There are two categories of large changes:

1. If the change is applicable to both the requesting Licensee and other Licensees or is considered a change to add
functionality absent in BFM, then this change request will be added to Sherpa’s current development schedule. This
categorization is determined by Sherpa.

2. Ifthe change is Licensee-specific, then Sherpa will estimate the cost (if any) for the system change and discuss
implementation options with the Licensee.

The Sherpa product manager and technical manager approve all new functionality. In some cases, change requests may be
modified to make the request configurable and usable by multiple Licensees. Requesting Licensees can review these
modifications.



Prioritization is done based on the critical nature of a change request to the requesting Licensee as well as its applicability
across Licensees.

8. Confidential Information

Each of the Parties shall use reasonable efforts ( and, in any event, efforts that are no less than those used to protect its own
confidential information) to protect from disclosure the confidential information only to its employees or agents who require
access to it for the purpose of this Agreement or as otherwise provided in this Agreement. This Section shall survive the
termination of the Agreement. For the purposes of this Section, " confidential information" means all data information which
when it is disclosed by a Party is designated as confidential and shall include the Work and any other proprietary and trade
secrets of Sherpa to which access is obtained or granted hereunder to Licensee; provided, however that confidential
information shall not include any data or information which ( a) is or becomes publicly available through no fault of the other
Party, ( b) is already in the possession of the Party prior to its receipt from the other Party, (c) is independently developed by
the other Party, ( d) is rightfully obtained by the other Party from a third party, (e) is disclosed with the written consent of the
Party whose information it is, or (f) is disclosed pursuant to court order, or other legal compulsion.

9. Nondisclosure Agreement

Neither Party shall disclose the terms of this Agreement except as required by law or governmental regulation, without the
other party' s prior written consent, except that either Party may disclose the terms of this Agreement on a confidential basis to
accountants, attorneys, and lenders.

10. Termination

This Agreement is effective as of the Effective Date and shall continue unless and until this Agreement is terminated.
Licensee may terminate this Agreement if Sherpa is declared insolvent, has assigned this Agreement in violation of the terms
and conditions herein, or has made an assignment for the benefit of creditors.

10.1.1. The Licensee may terminate this Agreement at any time for any reason, or no reason, providing their financial
obligations to Sherpa have been satisfied and paid in full. This includes both software and reasonable professional
services costs incurred as of the date of termination. If the Agreement is terminated in this manner, no refund will be
provided for any maintenance or support services paid in advance.

10.1.2. If Licensee shall be in breach of any provisions of the Dispute Resolution section outlined in this Agreement, Sherpa
may provide notice of such breach to Licensee, who shall have thirty (30) days from the date of such notice to cure or
rectify the said breach. Should Licensee fail to cure or rectify the said breach in the said thirty (30) days, Sherpa may
terminate this Agreement. Such termination by Sherpa shall be in addition to and without prejudice to such rights and
remedies as may be available to Sherpa including injunction and other equitable remedies.

10.1.3. The provisions of Sections 2, 4, 5, 6, 8,9, 11, 12, 13, and 15 herein shall survive the termination of this Agreement.

11. Notice

Any notice or other communication required or permitted to be given hereunder or for the purposes hereof to any party shall be
in writing and shall be sufficiently given if delivered personally to such party, or if sent by prepaid registered mail to such Parties
as detailed in the attached Quotation or at such other address or as the Party to whom such notice is to be given shall have last
notified the Party giving such notice. Any notice delivered to the Party to whom it is addressed shall be deemed to have been
given and received on the day it is delivered at such address, provided that if such day is not a business day, then the notice shall
be deemed to have been given and received on the next following business day. Any notice mailed to a Party shall be deemed to
have been given and received on the fifth business day following the date of its mailing.

12. Force Majeure

Except as expressly provided otherwise in this agreement, dates and times by which any Party is required to render
performance under this agreement or any schedule hereto shall be postponed automatically to the extent and for the period
that such Party is prevented from meeting them by reason of any cause beyond its reasonable control, provided that the Party
prevented from rendering performance notifies the other Party immediately and in detail of the commencement and nature of



such cause and the probable consequences thereof, and provided further that such Party uses its reasonable efforts to render
performance in a timely manner utilizing to such end all resources reasonably required in the circumstances.

13. Source Code

In event of Sherpa's dissolution or insolvency, and only if Sherpa's BFM Software is not maintained by a Trustee or Assignee,
Sherpa will provide the Source Code to the Licensee solely for Licensee's own internal business purposes exclusively within the
facilities and sites within the jurisdiction of the Licensee.

14. Miscellaneous

This Agreement is the entire agreement between Licensee and Sherpa pertaining to Licensee' s right to use the Software and
supersedes all prior or collateral oral or written representations or agreement related thereto. This Agreement shall be
governed by the law of the state of Colorado. Except as otherwise provided herein, no term or provisions hereof shall be
deemed waived and no breach excused unless such waiver or consent shall be in writing and signed by the Party to, or waiver
of, a breach by the other, whether expressed or implied, shall not constitute a consent to, waiver of, or excuse for any other
different or subsequent breach.

15. Severability

If any provision hereof is found invalid or enforceable pursuant to judicial decree or decision, any such provision shall be
deemed to apply only to the maximum extent permitted by law, and the remainder of this Agreement shall remain valid and
enforceable according to its terms.

16. Hosting

16.1. Regions

Sherpa offers hosting through AWS in three regions:
US-EAST-1 - Virginia
US-EAST-2 — Ohio
US-WEST-2 —Oregon

We locate each Licensee closest geographically. Note that exact locations will not be provided (no addresses are available).

16.2. Backups, Retention and Disaster Recovery

SQL Server databases are set to FULL recovery mode and the servers are backed up nightly in the form of instance snapshots.
In summary:
- Logs are exported from 6am to 6pm on a 30-minute cycle
- We can recover 7 days up to the minute from the last backup point
- Full Nightly backups are taken at midnight. This means we can provide restore points to the minute by taking log files
up to the 30 minute log file period and restore to the minute required (e.g. provide a backup from 5 days ago at 9:23
am; log files are selected through 9:30am and restore process will restore data to the 9:23am mark).
- With a major system failure, we can restore to the last backup/log we have, which is in 30 minute increments.
- We have a full system backup every Sunday that goes back 1 month
- We have a monthly backup that goes back 12 months.
- All servers BFM, RS (reporting) and database are snapshot nightly and stored for 14 days

Currently we backup all databases and SFTP file transfers to the AWS S3 storage. This is a fully-redundant backup system
across multiple zones/regions so recovery can be done from these sources in the case of catastrophic failure at any individual
AWS data center. Technically, the Snapshots are housed within the S3 environment which means snapshots can be recovered
at any time.



In the event of corrupted data on the database server, the most recent uncorrupted snapshot will be restored to a new server. In
most cases data can be recovered to as little as 30 minutes prior to the corruption. We can then create a backup of the restored
database and refresh the corrupted database on the primary database server. In most cases the process takes a few hours,
larger databases will take longer to be restored than smaller databases. In the absolute worst-case scenario where the data
center is no longer allowing RDS service, we can switch to a region has the RDS service running and bring a database online there
from the most recent uncorrupted source.

We do not currently run any real-time active/passive failover configurations as this is a very involved and expensive system
configuration. Given the current environments, we can recover complete systems quickly within the current DR plan.

16.2.1. Disaster Recovery Plan
During the project we will have one planned and one unplanned DR test.

1. Planned: we will ask for a restore of a snapshot from X days prior into a new database/Dev, not impacting
Production
2. Unplanned: we will ask for a restore of a snapshot into Production from that day at a specific time
2.1. Thisis planned internally so no users lose data and this is done well prior to go-live in event of any issues
2.2. Prior to the test we mark several changes at various time increments and document
2.3. We putin the restore request
2.4. We time the response from request to restore
2.5. We then test the restore to ensure the data changes are present for data prior to the restore point but
not to those after the restore point.

During each business year, we will execute a planned or unplanned DR test and request screen shots of backups that are taking
place to ensure the process is being kept.

16.3. Updates / Maintenance

Maintenance on the database server is managed by Amazon and will often happen once every few months. Amazon will
schedule a maintenance window to apply the updates, but we can choose to apply them earlier by restarting the server. This
will require some downtime. Usually the window is 30 minutes but typically would result in an outage of less than 3 minutes.
Updates are applied outside of standard business hours.

Maintenance on the non-database servers will occur on the first Sunday of every month, the system will search for updates and
apply security and other crucial updates. It is possible to delay this if necessary. In the case of Windows based servers, windows
updates typically require a reboot, and this will make the system unavailable during the reboot timeframe. All services will
restart automatically.

16.4. Security

Access to the servers are restricted to certain IPs via both the operating system firewall and Amazon’s external firewall. No one
from outside these specific IP addresses will be able to access the server. If an IP address changes, once notified we can block
the old address and add the new one. In cases where there are additional needs a site-2-site VPN can be established to limit
access.

Access to the cloud monitor is restricted to a few accounts. The AWS account is identified by ID numbers, so it harder for
hackers to target a group by name. Furthermore, monitoringis run in the background to identify if any accounts are behaving
suspiciously.

16.5. Audits

AWS produces audits on a quarterly basis. There are SOC 1,2,3 reports for the SSAE 18 standard. Examples from prior audits
can be provided upon request.



